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Cryptpay 
Release Notes for April, 2020 
 

Payment Batch 150 Byte Reliability 

Cryptpay enhanced the payment batch 150 byte process to pass a card token to TSYS in the event a 
credit card number is not available due to either an invalid token being received or the received token 
has a status set to not process transactions. Prior to this change, the payment batch process would stop 
until the token was either corrected or the payment request was removed from the file. 

Client Action 

Clients will not be impacted by this enhancement. No action is required at this time, as all transactions 
submitted through existing certified solutions will process successfully.  

Review the information in this communication to determine potential impacts to your business processes, 
policies, and systems to support this enhancement. 

The Cryptpay User Acceptance Test (UAT) environment is available for clients to test new functionality 
and for regression testing.   

If you have questions or encounter issues during testing, contact PaymentSpring Client Services at 
ClientServices@PaymentSpring.com or 1.866.431.4637. 
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